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Abstract Social media have become popular platforms

for spreading information. Several applications, such as

‘viral marketing’, pause the requirement for attaining

large-scale information spread in the form of word-of-

mouth that reaches a large number of users. In this paper,

we propose a novel method that predicts new social links

that can be inserted among existing users of a social net-

work, aiming directly at boosting information spread and

increasing its reach. We refer to this task as ‘link injection’,

because unlike most existing people-recommendation

methods, it focuses directly on information spread. A set of

candidate links for injection is first predicted in a collab-

orative-filtering fashion, which generates personalized

candidate connections. We select among the candidate

links a constrained number that will be finally injected

based on a novel application of a score that measures the

importance of nodes in a social graph, following the

strategy of injecting links adjacent to the most important

nodes. The proposed method is suitable for real-world

applications, because the injected links manage to sub-

stantially increase the reach of information spread by

controlling at the same time the number of injected links

not to affect the user experience. We evaluate the perfor-

mance of our proposed methodology by examining several

real data sets from social networks under several distinct

factors. The experimentation demonstrates the effective-

ness of our proposed method, which increases the spread

by more than a twofold factor by injecting as few as half of

the existing number of links.

Keywords Information spread � Social networks � Viral

marketing � Link injection

1 Introduction

The spread of information in social networks enables the

users not only to communicate with their friends but also to

exchange their ideas and share their opinions. This can be

attained via information cascades, where information (e.g.,

photos, text posts, hyperlinks, etc.) can potentially reach a

large portion of the network. It has been observed, however,

that the spread of information (e.g., discussed topics) tend to

be restrained within a closed group of friends and it hardly

propagates beyond the community that initiated the dis-

cussion (Chaoji et al. 2012). Consequently, users may never

get to know about a topic, if none of their friends mention it.

In a small number of cases, though, the world-of-mouth

(WOM) in social networks can affect the diffusion of some

pieces of information and its ability to receive viral

dimensions (Li and Shiu 2012). This is exploited in

applications such as ‘viral marketing’, which use social

networks to spread marketing messages that inform the

public about products, services, or brands (Dinev et al.

2008). Viral marketing has been described as particularly

effective due to the higher likelihood of users to accept

information posted by friends, compared to online adver-

tisement (Kim and Srivastava 2007). The maximization of

information spread in viral marketing is attained through

the selection of few but influential users that initiate the

spread and manage to propagate information in a viral

fashion (Kempe et al. 2003).
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1.1 Motivation

Although the selection of few (to keep the cost low) but

influential seeds can help viral marketing, this approach is

based on the premise that influential users are willing to

initiate a viral campaign. Such a premise often does not

hold, since influential users (called also ‘‘hubs’’) are not easy

to become engaged (Hinz et al. 2011). Moreover, as afore-

mentioned, the spread of information initiated by less

influential users tends to remain constrained within a small

community, unless this community contains influential users

that can propagate it further. In particular, users with com-

mon interests usually participate in the same social groups,

creating in this way communities. The nodes within such

communities tend to be more densely inter-connected with

each other than with the rest of the social graph that repre-

sents the structure of a social network (Papadopoulos et al.

2012; David and Jon 2010). As such, these nodes are in a

way isolated from other communities, a fact that hinders the

spread of information across communities.

This problem poses the requirement for alternative

approaches that can help information of adequate interest to

exceed the boundaries of small communities and reach a

larger portion of a network. Such an approach that is being

followed by social networks, is to increase the number of

connections among users, aiming eventually at ‘‘bridging’’

isolated communities and, thus, permitting the spread of

information between them. A standard method to increase

the number of connections is the recommendation of Friend-

of-Friend (FoF), where users receive recommendations to

connect to other users according to the number of common

friends. However, FoF recommendation aims primarily at

increasing locally the ‘cluster coefficient’ by closing ‘tri-

angles’ between users (David and Jon 2010) and is not

designed directly to help in improving the information

spread. What is required instead for the latter purpose is to

focus directly on connecting influential users with other user

of mutual interest, to increase the chances of information to

spread beyond the boundaries of smaller communities.

1.2 Contribution and outline

In this paper, we capitalize on the aforementioned principle

and propose a novel method for performing link injection in

social networks in a way that focuses on increasing the

connections adjacent to influential users. We identify influ-

ential users by following the concept of epidemic spread (-

Tong et al. 2010), which analyzes the structure of the

network and selects the top-k most important nodes which

will affect at most the spread of information. The injected

links are applied on the top-k most important nodes, to

transform the social network to susceptible in large-scale

spread of information that has the capacity to become viral.

A set of candidate injected links are discovered using a

collaborative-filtering algorithm which factorizes the adja-

cency matrix of the graph and generates the connectivity

weights among its nodes. A predefined upper bound of the

number of injected links is finally selected according to their

adjacency to the identified top-k nodes. The use of an upper

bound in the number of injected links supports the use of the

proposed method in real-world applications, where the

number of injected links is kept controlled not to affect the

experience of users that are not willing to receive a large

number of recommendations to connect to other users.

Extensive experimentation has been conducted on five

real data sets from social networks to evaluate the perfor-

mance of our proposed methodology. Based on the

experimentation results, the link injection mechanism can

boost the spread of information by more than a twofold

factor using a rather limited number of injected links that

does not exceed the half of the number of existing links.

The rest of this manuscript is organized as follows:

Sect. 2 summarizes the related work. Section 3 presents the

problem formulation. The description of the proposed

methodology is presented in Sect. 4. The experimental

procedure of our methodology is described in Sect. 5 and

the results of the experimental evaluation are presented in

Sect. 6. Finally, the manuscript is concluded in Sect. 7.

2 Related work

The diffusion of information, ideas, or innovation, and the

propagation of influence over online social networks have

attracted extensive researched interest in recent

years (Guille et al. 2013; Jackson 2011; Bonchi et al.

2011). Several works have focused on the problem of

influence maximization for viral-marketing applications,

which aims at selecting influential users that will act as

seeds to initiate a diffusion process (David and Jon 2010;

Kiss and Bichler 2008; Kempe et al. 2003). Several seed-

selection strategies have been proposed to select the most

influential users (Kiss and Bichler 2008; David and Jon

2010; Goyal et al. 2013; Hinz et al. 2011).

Based on a large, real-user study, Hinz et al. (2011)

have shown that the selection of influential users according

to their centrality in the social network results in a more

effective diffusion of information than selecting non-cen-

tral users. Furthermore, a number of additional approaches

(e.g., Kempe et al. 2003; Goyal et al. 2013) have proposed

to use influence factors between users of a social network.

These approaches are based on the fact that the user ten-

dency to accommodate an opinion increases monotonically

if his neighbors become active (Kempe et al. 2003).

Moreover, the probability for a user to become activated

may change based on the influence factor of the neighbor
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who is trying to affect the user (Kempe et al. 2005). For

this purpose, two fundamental diffusion models, the Inde-

pendent Cascade and the Linear Threshold, have been

proposed to model diffusion processes (Kempe et al.

2003). Both of them require former knowledge of the

influence factors between the users of the graph.

Identifying, though, the exact influence factors between

users is NP-hard (Kempe et al. 2005; Chen et al. 2010).

Several scalable (Chen et al. 2010; Leskovec et al. 2007)

and heuristic (Kimura and Saito 2006; Chen et al. 2009;

Narayanam and Narahari 2011) algorithms have been

proposed to reduce the complexity. Moreover, machine

learning algorithms (Anagnostopoulos et al. 2008; Tang

et al. 2009; Saito et al. 2010; Goyal et al. 2010) are used to

learn the parameters of the underlying influence diffusion

model based on data from past cascades. Utilizing further

user- and social-based features of the network can result in

improved prediction of the diffusion rather than other

heuristic measures (Bhatt et al. 2010). Nevertheless, all

these approaches can be used effectively in the case when

data from previous cascades are relevant to the application

of interest. Otherwise, the estimated influence factors will

not be representative, e.g., in case of a viral-marketing

campaign about a new product type. Another problem is

that several forms of recorded user actions during previous

cascades may comprise private data that are often not

allowed to be exploited.

Compared to the aforementioned approaches about

influence maximization based on seed selection, our work is

complementary, because they focus on the selection of the

most influential seeds among the existing users in the net-

work, whereas our focus is on the injection of new links

between users. In this aspect, our approach is more related to

users-recommendation algorithms, which consider the pref-

erences of each user and their social ties to predict new

connections among users that share social connections, i.e.,

FoF scheme, or they have common interests (Chen et al.

2009; Guy et al. 2009; Hannon et al. 2010). However, the

goal of such existing approaches is not to recommended

connections that aim at increasing the spread of information.

An alternative approach of user recommendation that places

emphasis on information spread is proposed in Chaoji et al.

(2012). This work is closely related to our approach, since it

aims at recommending connections to boost information spread

in social networks. However, it is based on knowledge about

users’ profiles, interests, and the content being shared among

users over a fixed time period. Such knowledge may not be

available or not allowed to be used, due to privacy issues.

Moreover, the work of Chaoji et al. (2012) sets the total number

of recommended users as the product of the number of existing

links among all users, which may be prohibitively large.

In contrast to Chaoji et al. (2012), our approach does not

employ knowledge about users’ preferences and is based

only on the structure of the social network. Furthermore, our

approach controls the number of new links which will be

inserted. More importantly, the total number of recom-

mended users is a fraction of the number of existing links.

3 Problem formulation

In this section, we describe the investigated problem. In

Table 1, we present the main symbols we use throughout

the paper.

Given the graph G ¼ ðN;LÞ that represents the structure

of a social network, with N being the set of nodes and L

being the set of links (pairwise social relationship), we

propose a novel link-injection algorithm to create a more

susceptible graph G0 to boost the viral process. We model

the graph G using an adjacency matrix A 2 R
jNj�jNj. The

values of the matrix A are initially 1 or 0, denoting the

existence or the absence of a link between two nodes,

respectively. In social networking graphs, the adjacency

matrix is usually very sparse, since jLj � jNj2.

The link-injection problem can be formulated as the

generation of a graph G0 ¼ ðN; L [ L0Þ that has the same set

of nodes as G and a set L0 of additional links. The adja-

cency matrix of G0 is denoted as A0. First, link injection is

performed by identifying the top-k set S � N of nodes

(assuming that jSj � jNj) with the highest diffusion cov-

erage. The diffusion coverage for each node j 2 N is

denoted as DkðjÞ and represents how important the node j is

for the flow of information that can spread over the net-

work G (the definition of this scoring is given in Sect. 4).

The set of injected links L0 is determined based on the

principle that they will connect a subset of the top-k nodes

in S with a subset of the rest nodes in N. We should

mention that an injected link can also be established

between two nodes in S. We follow this principle, because

injected links that are adjacent to S nodes (i.e., at least one

of the two nodes of the injected link belongs to S) can

contribute more to information spread, since nodes in S

have been selected for this purpose based on their DkðSÞ
scores.

From all possible k � ðjNj � kÞ candidate links that can

be injected, we select from L0 only a small fraction m,

where m is the maximum number (upper bound) of the

potential injected links and is calculated as a factor of the

number of the existing links in LS, i.e. the links that are

adjacent to S nodes. In this way, the total number of

injected links can be constrained and, consequently, the

injected links will not overwhelm the existing connections

of S, not affecting thus the user experience. The selection

of the candidate links that are going to be selected is

determined according to their appearance likelihood. Spe-

cifically, a set of link recommendations is provided to users
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of sets S and N for adding new links among them, until m

new (injected) connections have been created. To increase

the accuracy of such recommendations, we have to predict

the links that are more likely to be created. This is achieved

using a link-prediction algorithm (Liben-Nowell and

Kleinberg 2003; Schifanella et al. 2010). In our method we

use a simple but powerful collaborative-filtering approach

based on (non-negative) matrix factorization (Berry et al.

2003). We have to note that our experimental evaluation

did not involve a user study where such recommendations

could be provided to real users. Therefore, we simplified

the experimental evaluation based on the premise that the

generated links can be directly injected, which is justified

by the high recommendation accuracy of the used link-

prediction method.

4 Proposed method

In this section, we describe the three steps of our proposed

method: (1) first, we define the diffusion-coverage score to

measure the impact of each node of the social graph G on

information spread and select in S the set of top-k nodes

with the highest score. (2) In the second step, a set of

candidate links is proposed that can be injected to connect

nodes from S with the nodes of N, based on (non-negative)

factorization of the adjacency matrix of graph G. (3)

Finally, the injected links are selected from the candidates

as the ones that have the highest likelihood.

4.1 Diffusion-coverage score

Initially, the goal is to identify the expected impact that

each node of a social graph G has on the spread of infor-

mation over G. We opt for measuring this impact based on

how robust the graph G is after removing each node.

Several approaches have been proposed for this

purpose (Boldi et al. 2013; Borbora et al. 2013; Piraveenan

et al. 2013; Tong et al. 2010). We choose to follow the

principle of interlacing, which is expressed by Perron–

Frobenius theorem and states that the first (largest) eigen-

value of the adjacency matrix of a graph reduces when

removing a node or a link (Chung 2014). Let k denote the

first (largest) eigenvalue of a graph G. A large k value

indicates a stronger connectivity among the nodes of G

through a large number of paths. In this case, G is expected

to allow for effective spread of information among its

nodes. Let DkðiÞ (called eigen-drop) denote the reduction

in k after removing node i 2 N and all links adjacent to it.

The larger this reduction is, the more impact node i is

expected to have on information spread throughout G,

since its removal makes G have a smaller k value, which

indicates a weaker connectivity among its remaining nodes.

After measuring the eigen-drop DkðiÞ of each node i 2 N

by removing i from G, the eigenvalue of the remaining graph

changes. Therefore, generating the set S of top-k nodes with

the highest total eigen-drop would require exponential cost,

due to the need to examine all possible combinations of the k

nodes, which becomes intractable for large social graphs. To

overcome this problem, we follow a greedy approximate

algorithm that has been used by Tong et al. (2010).1 The

greedy Algorithm 1 first computes the corresponding coor-

dinate in the first eigenvector u (i.e., the eigenvector corre-

sponding to the first eigenvalue k) (step 1). Then, the impact

factor of each node on the connectivity of the graph is cal-

culated without considering any prior removal of the graph’s

nodes (steps 2–6). Therefore, the eigenvalue change of the

graph’s nodes is measured in v as follows:

vðiÞ ¼ 2 � k � uðiÞ2 ð1Þ

Nodes with higher eigen-score uðiÞ contribute to higher

impact factor. The removal of a node with high impact

factor contributes to the reduction of the eigen-drop Dk
value rather than removing a node with a low eigen-score

uðiÞ. To compute the top-k nodes of the set S with the

highest diffusion coverage score, we iteratively select the

node i with the highest eigen-drop value DkðiÞ.
In each iteration (steps 7–19), a matrix H 2 R

jNj�jSj

based on A is created, where A 2 R
jNj�jNj is the adjacency

matrix. The matrix H contains the existing links in L that

are adjacent to the already selected nodes S.2 The matrix H

is then multiplied by the eigenvector uðSÞ 2 R
1�jSj (step 9)

Table 1 List of symbols

Symbol Definition and description

G;G0 Social network graphs

A;A0 Adjacency matrices

Aði; jÞ The element of the ith row and jth column of the matrix A

N Set of nodes in graph G

L Set of edges in graph G

S Set of top-k nodes with the highest diffusion coverage

k First eigen-value of A

u First eigen-vector of A

DkðiÞ Eigen-drop of the ith node

DkðSÞ Eigen-drop of the top-k nodes of S

m Upper bound of injected links

1 We have to note that the focus of Tong et al. (2010) is to identify

which nodes should be removed from a network to make it more

robust against epidemic spread. In contrast, our goal is to identify the

nodes that make the graph more susceptible to the (viral) spread of

information when injecting new links adjacent to these nodes.
2 At the beginning of the algorithm, since the set S does not contain

an item, the matrix H is also empty.
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which contains the corresponding eigen-score of the S

nodes and the result is stored into the vector b 2 R
1�jSj.

Next, we can calculate the diffusion-coverage score DkðiÞ
of each node i 2 NnS as follows (steps 10–16):

DkðiÞ ¼ vðiÞ � 2 � bðiÞ � uðiÞ; 8i 2 NnS ð2Þ

At the end of each iteration (step 17), we select the node i

with the highest DkðiÞ. Finally, the DkðSÞ with the diffu-

sion coverage score of the top-k most important nodes of

the set S is computed.

4.2 Link-injection strategy

After identifying the set of nodes S with the top-k largest

Dk values, we opt for injecting links that will be adjacent to

the nodes of S.

Depending on the link injection strategy that we follow,

a predefined maximum number of links m to the injected

matrix A0 is defined. Let LS be the set of the links currently

existing to the top-k nodes of the set S, where LS � L. The

predefined threshold m is expressed as the multiplication

m ¼ jLSj � p, where p is a constant factor.

Moreover, not all the nodes are injected with the equal

number of links, since each node has different importance

in the diffusion coverage of the graph. An upper bound

ubðiÞ, i ¼ 1; . . .; jNj of predefined number of links, avail-

able to be inserted on each node, is calculated based on the

multiplication dðiÞ � p, where d is a vector which contains

the degrees of the nodes and p is a constant factor. The

proposed link assignment algorithm is presented in Algo-

rithm 2, considering both the nodes’ diffusion coverage

score and the NMF value for the link injection.

The set of candidate links for injection is calculated as

follows. The candidate set is generated in a collaborative-

filtering fashion, by factorizing the adjacency matrix of the

graph and predicting likelihood of all non-existing links

that can be injected. For this purpose we use the non-

negative matrix factorization (Berry et al. 2003) of the

adjacency matrix A of graph G, which reveals the latent

associations between nodes based on their existing links.

By factorizing the A 2 R
jNj�jNj adjacency matrix according

to NMF, a new matrix ANMF 2 R
jNj�jNj is computed based

on ANMF ¼ WU, where W 2 R
jNj�D, U 2 R

D�jNj, and D is

the number of latent factors. NMF generates these features.

NMF identifies the latent factors that express associations

between the existing user’s links in the adjacency matrix A.

Each column in the product matrix WU is a linear com-

bination of the D column vectors in matrix W with coef-

ficients supplied by matrix U. Therefore, the entries of the

factorized matrix ANMF are built by a small set of D hidden

factors, which can be considered as clusters (groups) of

related users. D can be significantly less than N and is

usually expressed as a percentage of jNj.
NMF minimizes the objective function

FðW ;UÞ ¼ jjA�WUjj2F , where jj � jj2F denotes the Frobe-

nius norm. In our approach, we used the alternating non-

negative least square algorithm of Liu et al. (2013), which

follows an iterative approach. The value of elements of

ANMF that correspond to node pairs, for which there is no

existing link in G, predict the likelihood of new links that

can injected between them. Conversely to other factoriza-

tion methods, such as the singular valued decomposition

Algorithm 1:
Input: A: the adjacency matrix of the graph
k: the number of nodes
Output: S: a set with k nodes

1 compute the first eigen-value λ of A;
2 let u be the corresponding eigen-vector u(j)(j = 1 × n);
3 initialize S to be empty;
4 for j = 1 to |N | do
5 v(i) = (2 · λ − A(j, j)) · u(j)2;
6 end
7 for iter = 1 to k do
8 H = A(:, S);
9 b = H · u(S);

10 for j = 1 to N do
11 if j ∈ S then
12 Δλ(j) = −1;
13 else
14 Δλ(j) = v(j) − 2 · b(j) · u(j);
15 end
16 end
17 i = argmaxjΔλ(j);
18 add i to set S;
19 end
20 return S;
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(SVD), NMF generates matrix ANMF with non-negative

elements, which is required in our case, because the ele-

ments correspond to occurrence likelihood of new links.

The set of candidate links can be, therefore, selected

among the predicted links with the highest likelihood. As

described in Sect. 3, such links can be recommended to the

users of a social network. Nevertheless, we will finally

focus on a small subset of the candidate links that offers the

highest chances to enable more effective information

spread. This procedure is described next in Sect. 4.3.

4.3 Link-injection algorithm

In the proposed link-injection algorithm, our goal is to assign

more links to the nodes with high diffusion coverage scores

rather than nodes with low ones. In doing so, we create a

susceptible graph by promoting the most important nodes to

get connected with nodes/friends of high latent association.

Our proposed link assignment strategy is presented in

Algorithm 2. The input of the algorithm is the adjacency

matrix A; the NMF matrix ANMF; the vector DkðSÞ with the

diffusion coverage scores of the top-k nodes in the set S; the

vector d with the degree of each node; the vector ub with the

upper bound of the links that each node can be injected; and

m the maximum number of links that are allowed to be

inserted into the adjacency matrix A0. First, in line 1, we

assign the existing links in the adjacency matrix A to A0.
Then, in steps 2–6, we construct the matrix B which contains

the weight of each potential link to be injected to the matrix

A0. Since our aim is to promote the link injection to the nodes

with the highest diffusion coverage value, while connecting

nodes with high latent associations, in step 4 we multiply the

diffusion coverage DkðiÞ of the node i with the NFM weight

ANMFði; jÞ for each potential link of the node i with the node

j. In steps 7–23, the link assignment algorithm is applied

according to the values of the matrix B. In lines 8 and 9, we

identify the coordinates of the sourceNode and the

targetNode, with the maximum value. If the degrees of any of

the sourceNode and targetNode do not exceed their upper

bound constraints, then the link is assigned to the injected

matrix A0. Furthermore, the degrees of both the sourceNode

and the targetNode are increased and the m parameter is

decreased by two. On the other hand, if one of the

dðsourceNodeÞ or dðtargetNodeÞ has exceeded its upper

bound constraint, then the link is not injected into the matrix

A0 and the weight of the link is removed by the matrix B, as

shown in steps 18 and 19. As a result, in step 10 we iteratively

examine if the B matrix is empty while we still have

remaining links to inject. This can be accomplished by

exceeding the limits of the links inserted into each node i 2 S.

Algorithm 2: Link Assignment Algorithm
Input: A: the adjacency matrix of the graph
ANMF: the NMF Matrix
Δλ(S) : the vector with the diffusion coverage score of each node in the set S
d: the vector with the degree of each node
ub: vector with the upper bound of links per node
m: the number of maximum link injection
Output: A : the link injected matrix

1 initialize A with the existing links of A;
2 foreach i ∈ S do
3 for j = 1 to |N | do
4 B(i, j) = Δλ(i) · ANMF(i, j);
5 end
6 end
7 while m > 0 do
8 sourceNode = identify the row with the highest value in B;
9 targetNode = identify the column with the highest value in B

10 if B(sourceNode, targetNode) = 0 then
11 if (d(sourceNode) < ub(sourceNode)) &

(d(targetNode) < ub(targetNode)) then
12 A (sourceNode, targetNode) = 1;
13 A (sourceNode, targetNode) = 1;
14 d(sourceNode)+ = 1;
15 d(targetNode)+ = 1;
16 M− = 2;
17 end
18 B(sourceNode, targetNode) = 0.0;
19 B(targetNode, sourceNode) = 0.0;
20 else
21 m = 0;
22 end
23 end
24 return A ;
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According to the proposed link assignment algorithm,

nodes with high diffusion coverage scores are suitable to

gain maximum link injection compared to nodes with low

ones. Moreover, the multiplication of the nodes’ diffusion

coverage score with its NMF score (see step 4) is applied

to identify the suitable nodes which significantly help the

diffusion coverage process by applying link injection.

More particular, some nodes may have low NMF scores

but high diffusion coverage scores. Such nodes will not

gain a lot of injected links, because we assume that in these

cases no major benefit will be achieved in the spread of

influence, because the low NMF scores indicate low

affinity between such nodes.

The computational complexity of the proposed algo-

rithm depends on the number of most vulnerable nodes

k ¼ %jNj and the number of maximum link injection

m ¼ %jLsj. Based on Algorithm 2, the initialization of

matrix B requires a Oðk � jNjÞ cost. Moreover, the assign-

ment process (lines 7- 23) examines all m potential links,

which results in an additional OðmÞ cost. Summarizing, the

total complexity of the Link Assignment Algorithm is

Oðk � jNjÞ þ OðmÞ.

5 Experimental setup

The objective of our experimental evaluation is to examine

the impact of link injection on the spread of information.

To consider a large variety of information spreads under

several parameter settings, we describe in Sect. 5.1 the

underlying diffusion model that extends the Independent

Cascade (IC) and the Linear Threshold (LT) model (K-

empe et al. 2003).

5.1 Diffusion models

To parameterize information-spread processes, we examine

both the Independent Cascade (IC) and Linear Threshold

(LT) models (Kempe et al. 2003). Both are widely used to

model information diffusion in social networks. We con-

sider an underlying network graph G ¼ ðN; LÞ of N nodes

and L edges, and a seed set I of nodes, I � N. In the rest of

this section, the IC and LT model are presented.

5.2 Independent cascade model

IC models the individual influence that each user has on his

neighbors. IC starts by activating each user in the seed set I

and proceeds in discrete steps t by attempting to activate

the rest nodes. Let It � N be the set of nodes that are

activated at step t� 0, with I0 ¼ I. At the step t þ 1, each

user v 2 It has a single chance to activate each of the

currently inactive users w 2 N that are neighbors of (i.e.,

connected to) v. User v succeeds in activating a neighbor w

with probability pvw equal to the (normalized) influence

factor that v has on w.3 If v succeeds then w becomes active

in step t þ 1 and, thus, w becomes a member of the set Itþ1.

Otherwise, v makes no further attempts to activate w. The

process continues recursively and each node in Itþ1 tries to

activate its neighbors. The process stops at time t� � 0 if

It� ¼ ;, since no more activations are possible.

In IC, social influence is the only factor that determines

the activation of users. However, the inherent preference

that users have to the diffused information (product, brand,

etc.) is also a factor that determines the activations (Law-

ton and Gregor 2003). To account for this factor, we extend

IC accordingly, by associating each user w with a random

variable hw that follows the Beta distribution

hw	Betaða; bÞ and characterizes the resistance of the user

to become activated in the presence of social influence.

Evidently, lower resistance indicates higher inherent pref-

erence for the diffused information and thus more easy

activation due to social influence. The reason for using

Beta distribution is twofold: (1) first, it returns values

within a pre-specified numerical range (i.e., ½0; 1
), which

can quantify the resistance of users to adopt the diffused

information as ranging between weak and strong.4 Thus, hv

takes values in the range ½0; 1
, where values closer to 0

correspond to weaker resistance, i.e., user v is more likely

to get activated due to social influence. (2) Second, Beta is

a very flexible distribution that can be easily controlled by

its two parameters a and b. The mean value is equal to

a=ðaþ bÞ and, thus, by setting b[ a the distribution is

shifted more towards weaker resistance and by setting b\a
towards higher resistance. In the special case where

a ¼ b ¼ 1, Beta becomes identical to the uniform distri-

bution, which corresponds to a ‘neutral’ setting where all

users have identical resistance. For this reason, in our

experimental results presented in the next Sect. 6, we set

b ¼ 1 and vary the value of a to progressively depart from

such a uniform setting. We focus on the more challenging

cases, by considering values a[ b, which, as explained

above, correspond to stronger resistance, which in turn

hinders activations.

Based on the above, each existing link between two

users, users v and w, is assigned a weight Wvw equal to:

Wvw ¼ pvw þ c� maxðhw; 1� hwÞ � hw ð3Þ

where, as mentioned above, pvw is the (normalized) influ-

ence factor that v has on w. In Eq. 3, c� maxðhw; 1� hwÞ
represents the fact that users with stronger inherent

3 Each pvw is computed by dividing the sum of all weights of

incoming ties to w.
4 Please note that several other probability distributions do not satisfy

this property, by having an unbounded support.
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preferences tend to adhere to them (Mussweiler and Strack

2000). Thus, the more extreme hw is (i.e., the closer it is to

0 or 1), the more significant the impact of hw becomes. The

value of c is set to �1, if hw is not less than 0:5 (i.e.,

indicates higher resistance); and to þ1, if hw is less than 0:5

(i.e., indicates lower resistance). Therefore, when a user v

tries to activate another user w, according to this extended

IC model, the resulting probability of activation p0vw is

calculated as follows:

p0vw ¼
0; if Wvw\0

1; if Wvw [ 1

Wvw; otherwise

8
><

>:
ð4Þ

In summary, according to Eqs. 3 and 4, the activation of

each user w depends both on the social influence (expres-

sed by pvw) and on the inherent preferences of w as char-

acterized by resistance hw.5

IC assumes that all activated users will try to activate

their neighbors. Nevertheless, not all activated users—no

matter how positive their opinion about a product or a

brand is—will pass on the message by trying to activate

their neighbor users, because they may just keep it to

themselves or forget about the whole experience all toge-

ther. To take this into account, we assume that all users

have a ‘stopping probability’ (equal for all nodes) and

when they become activated, they try in turn to activate

their neighbors according to this ‘stopping probability’.

Therefore, the higher the ‘stopping probability’, the higher

is the ‘difficulty’ of the social network since more users are

reluctant to participate in the viral process.

We have to emphasize that, in contrast to existing

research (Chaoji et al. 2012), we assume no knowledge of

influence factors (i.e., the aforementioned probabilities of

the form: pvw for each pair of users v and w) during the

prediction of the injected links. We examine influence

factors in the IC model only during the evaluation of the

effectiveness of the injected links.

5.3 Linear threshold model

The LT model differs from the aforementioned IC model,

because it represents the combined peer-pressure effect

within the social network. Given a network graph G ¼
ðN; LÞ of N nodes and L edges, LT starts the diffusion

process on a seed set I at time step t. At each step t þ 1

each user w is influenced by each neighbor v according to a

weight bvw, such that
P

v2N bvw� 1. If this sum is larger

than a threshold hw 2 ½0; 1
, then w becomes activated.

Similarly to the aforementioned case for IC, the

threshold follows again a Beta distribution, i.e.,

hw	Betaða; bÞ. Thus, the threshold characterizes the

resistance of the user to become activated in the presence

of social influence from all neighbors.

5.4 Data sets

In our experiments we used five real data sets. The first two

data sets of trust networks are provided by the Arizona

State University 6 featuring the Ciao and the Epinions data

sets. Ciao consists of 7,317 users. Each user can rate items

by writing reviews and establish trust networks with their

like-minded users. In this network, 177,727 connections

exist which indicate the relationships between the users.

Similar to the Ciao data set, Epinions consists of 18,098

users and 529,162 trust connections between the users. The

third data set is the Youtube data set (Tang et al. 2009). In

this data set the contact network between the Youtube users

is provided, consisting of 13,723 users and 167,253 con-

nections. Each connection corresponds to at least one

shared favorite video between two users. Moreover, in our

experiments we used two data sets from Facebook and

Twitter. The Facebook data set consists of 46,952 users and

274,086 connections and the Twitter data set contains

456,631 users and 14,855,875 connections.

In both the Ciao and Epinions data sets, we create a

graph based on the common preferences of the users. In

doing so, we consider that positive preferences are

expressed if two users rate an item equal to 5. In the

Youtube data set the common preferences are considered

as the number of the shared favorite videos of the users. For

each data set the adjacency matrix A of the graph is created,

corresponding to the connections among the users. In

Facebook a connection between a user u and a user v is

weighted according to the number of wall posts that u has

sent to v. Furthermore, each Twitter connection between

two users u and v is associated to the number of retweets

that u has performed to tweets from v. The characteristics

of all examined data sets are summarized in Table 2.

In the rest of our experiments, we consider the Page-

Rank algorithm as the seed-selection strategy, since it

outperforms the other network similarity measures, i.e.

betweeness, degree centrality, etc. (David and Jon 2010).

Moreover, the selected number of nodes for the initial seed

5 Notice that in Eq. 4, the truncation of weight Wvw into the interval

½0; 1
 results in an activation probability p0vw. The reasoning behind

this truncation is as follows: in IC, the attempt of a user v to activate a

neighbor user w is implemented by generating a random number r

that follows uniform distribution in the interval ½0; 1
. The value of r

is then compared to the weight Wvw. User w becomes activated, if

r\Wvw. Thus, negative values of the weight Wvw correspond to an

activation probability p0vw ¼ 0, since in this case it always holds that

r¥Wvw. Similarly, values of the weight Wvw that are higher than 1,

correspond to an activation probability p0vw ¼ 1, since in this case it

always holds that r\Wvw. 6 http://www.public.asu.edu/*jtang20/datasetcode/truststudy.htm.
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set is expressed as a percentage (%) of jNj, i.e., of the total

number of nodes. The default percentage for each data set

is 5 %; however, we examine the impact of the seed size

separately in Sect. 6.4. The default value for ‘stopping

probability’ is set to 0.25. In our experiments we report

average results out of 100 trials, since the examined dif-

fusion models are probabilistic.

6 Experimental results

6.1 Susceptibility to information cascades

In Sect. 5.1 we defined that the probability of a user v to

activate his neighbor w is affected by the Beta distribution

which assigns h values to the nodes. To calculate the h
values, two basic parameters need to be defined, the a and

b parameters. The a parameter affects the activation

probability of each node, since lower values of a tend the

network to be more susceptible to the information-cascade

process, by being more willing to accept the influence

provided by their neighbors. On the other hand, larger

values of a contribute to a more conservative network,

where users are not easily affected by their neighbors

opinions and, thus, information cascades are more diffi-

cult to develop. To evaluate the impact of the a param-

eter, we have conducted several experiments by varying

the a parameter while the b parameter was set to 1

(Sect. 5.1). In Fig. 1, we present the corresponding

experimental results.

As expected, for a equal to 1 we have the maximum

number of activated nodes, whereas an increase in the

value of a reduces the percentage of activated nodes. In the

rest of experiments, for IC we set a equal to 2 and for LT

equal to 1.78. These values correspond to a realistic and

challenging scenario, where users are mostly not very

susceptible to information cascades, but such cascades are

on the other hand not impossible to take place.7

Table 2 The five real-world

data sets of Ciao, Epinions,

Youtube, Facebook and Twitter

Data set Users Connections Average degree Diameter Clustering coefficient

Ciao 7,317 177,727 23.106 10 0.218

Epinions 18,098 529,162 25.898 9 0.209

Youtube 13,723 167,253 10.176 12 0.159

Facebook 46,952 274,086 6.726 20 0.103

Twitter 456,631 14,855,875 28.642 11 0.1887
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Fig. 1 The impact of parameter a on IC and LT models for Ciao, Epinions, Youtube, Facebook and Twitter data sets, in terms of percentage of

activated nodes (%jNj)

7 The small difference in the a values used with IC and LT (2 and

1.78, respectively) is justified by the results in Fig. 1a, b, which refer

to the performance of the SenderRank baseline and, thus, the small

discrepancies in the number of activations are due to the subtle

differences between the two diffusion models themselves. We

selected the a value for LT accordingly (based on linear interpolation)

so that we can more clearly identify in the sequel the performance

gains due to link injection, after having first aligned the performance

of the SenderRank baseline w.r.t. the two diffusion models.
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6.2 Comparison against baselines

In the following set of experiments we evaluate the impact

of our link injection strategy on information spread, by

comparing the number of activations it achieves compared

to baseline methods. As described in Sect. 4.3, we inject

new links to the nodes with high score of diffusion cov-

erage. Since the top-k most important nodes of the graph

contain jLSj existing edges, we have conducted several

experiments by varying the number m (upper bound) of

maximum links to be injected, based on the jLSj number of

edges. We evaluate the proposed methodology against the

case where no new connections are being inserted (we refer

to this case as SenderRank baseline). Moreover, we present

the impact of our link injection strategy, compared against

a random-selection baseline, where the same number of

links are assigned to randomly selected nodes of the graph.

In this experiment, the upper bound m of the injected links

added to the top-k most important nodes is defined as the

�1 of the jLSj existing edges, while k is set to the product

of �0:1 and the jNj number of nodes in the network.

Figure 2a presents the results of this comparison for all

examined data sets in the case where IC is the underlying

diffusion model, whereas Fig. 2b in the case where LT is

the underlying diffusion model. As shown, for both diffu-

sion models, the proposed link injection methodology

boosts information propagation for all data sets. We per-

formed double t tests and found that the reported differ-

ences of the proposed method against both the SenderRank

and Random baselines are statistically significant at level

0.05 for all data sets and for both IC and LT models.

Based on the finding that the relative behavior of all

examined methods is similar for both the IC and LT

models, for reasons of brevity, in the following we focus on

the IC model.

6.3 Upper bound of the number of injected links

In Fig. 3, we evaluate the impact of the maximum link-

injection number m on the overall information spread,

while the factor k of the most important nodes is increased.

Also, the number of already existing edges in LS is varied

from �0.5 to �2. By increasing the maximum number of

injected links, the percentage of activated nodes is also

increased. Moreover, the factor k of the most important

nodes is also essential. Since link injection in more than the

50 % of the total number of nodes is not a realistic sce-

nario, in our experiments the k parameter ranges from 10 to

50 % of the total number of nodes jNj. Based on the results

of Fig. 3, in case that link injection is performed in more k

nodes with the highest diffusion coverage score, wider

information spread is achieved.

We have to note that, although the number of maximum

link injection (upper bound m) varies from �0.5 to �2, our

link assignment algorithm (Sect. 4.3) does not assign all

the links to the top-k most important nodes. This occurs

due to the upper bound m of links which are candidate to be

inserted to each node. In Fig. 4, we present the number of

injected links in the five data sets. As expected, the number

of injected links never exceeds the total number of links

contained in the overall graph (\100 %� jLj).

6.4 Seed size

Moreover, we examined the performance of our method-

ology by varying the number of the selected nodes to
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Fig. 2 Comparison against the SenderRank and Random baselines.

The proposed Link Injection method and the Random baseline use the

m ¼ 1� jLSj upper bound of injected links, where jLSj is the number

of links of the top-k most important nodes with the highest diffusion

coverage score
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Fig. 3 The impact of the link injection factor on the information cascade process for a Ciao, b Epinions, c Youtube, d Facebook and e Twitter, in

terms of percentage of activated nodes (%jNj), by varying the k-percentage of injected nodes (%jNj) with the highest diffusion coverage score
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Fig. 4 The impact of the link injection algorithm on the actual injected links (%jLSj) in a Ciao, b Epinions, c Youtube, d Facebook and e Twitter,

by varying the k-percentage of injected nodes (%jNj) with the highest diffusion coverage score
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initialize the information propagation. In Fig. 5, we present

our experiments for different factors ð%jNjÞ of initial

selected nodes, while our injection factor strategy is pre-

served in each variation (k ¼ jNj � 0:3;m ¼ jLSj � 1). By

increasing the number of initial selected nodes our

approach contributes to higher spread of information

through the network.

6.5 Acceptance of recommended links

For the link injection in social networks perspective, a set

of recommended links is provided to the users. To increase

the accuracy of such recommendations, our proposed link

prediction method follows a collaborative-filtering

approach (see Sect. 4), recommending thus links that are

likely to be accepted by the users. The predefined upper

bound of the number of recommended links guarantees that

the experience of users, who usually are not willing to

receive a large number of link recommendations, is not

significantly affected. However, we have to note that our

experimental evaluation does not involve a user study,

where such link recommendations are provided to real

users. Thus, so far, we have performed an indirect exper-

imental evaluation, based on the premise that the generated

links can be injected directly. This assumption is justified

by the high recommendation accuracy of the used link-

prediction method, as shown in Sect. 3. To evaluate the

accuracy of the examined link-prediction methodology

based on the NMF, the Area Under the Curve (AUC)

measure (Ling et al. 2003) has been applied to the five data

sets, namely Ciao, Epinions, Youtube, Facebook and

Twiter. We have randomly partitioned the data sets into

testing and training subsets, where the half of the dataset

consist the training subset and the rest of the data set

consists the testing subset. According to this partition,

AUC for Ciao, Epinions, Youtube, Facebook and Twitter is

0.94, 0.87, 0.91, 0.79 and 0.88, respectively. This result

demonstrates that the examined link-prediction method is

effective and can be used as a basis of the proposed

approach.

Nevertheless, to evaluate the sensitivity of the proposed

method w.r.t. the probability of accepting the recom-

mended links, we conducted the following experiment: a

fraction of the recommended links is assumed to be

accepted and finally injected into the social network. This

experiment, thus, simulates the impact of the overall

acceptance probability of the recommended links. The

results are presented in Fig. 6. For the proposed method,

we followed a 30 % link-injection strategy by varying the

percentage of the recommended links that will be accepted

and injected.

As expected, the proposed method achieves higher

percentage of activated nodes by increasing the percentage

of accepted links. Even for relatively small percentages, the

proposed method still outperforms the baseline (when no

injected links are used). This demonstrates that the pro-

posed method can still be useful for applications where

users are not very willing to accept the recommended links.

7 Discussion

Our proposed methodology is based on the premise that

nodes with high diffusion coverage will agree to add

connections to a number of other nodes to enhance the

ability of a social network to spread information more

effectively. Such a premise is reasonable, since the incen-

tive of important nodes in social networks, i.e., the nodes

with the highest diffusion coverage, is to increase the

number of their social connections. In friendship social

networks, such as Facebook, the friendship connection is

confined since connections require the acceptance of both

sides. On the other hand, in content-centric networks, such

as Twitter and Google?, the expansion of friendship con-

nections could be achieved more easily, since the important

nodes do not have to accept the friendship connection. In

doing so, our proposed link injection does not demand any

other form of engagement from the important nodes. Since

the information propagation has been initiated, they can

follow their own decisions to accept and spread further the

propagated information.

Nevertheless, our approach presents the advantage of

keeping the number of generated recommendations con-

trolled. The reason is that, although important nodes may

be willing to increase the number of users connected to

them, they may not be available (or willing) to accept a
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Fig. 5 The impact of the seed set size
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Fig. 6 The impact of the acceptance probability of the recommended links for: a Ciao, b Epinions, c Youtube, d Facebook and e Twitter
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very large number of recommendations at a time (for

instance, uncontrolled acceptance of links may incur fake

connections or other forms of fraud). In our proposed link-

injection methodology, only a controlled number of

injected links are suggested based on the upper bound

constrain of the links that each node may accept. This

allows for experimentation in real-world applications,

where only a few links can be injected without affecting the

experience of the users.

Finally, Table 3 presents the impact of the proposed

link-injection strategy on the structure of the graph of each

data set, where the diameter and the clustering coefficient

are selected as representative statistics of the graph struc-

ture. As shown, the proposed method results in general in a

smaller diameter and in a larger clustering coefficient. This

provides another explanation of the fact that the proposed

method outperformed the baselines in the presented

experimental evaluation, since it can increase the inter-

connectivity of users—as expressed at the macroscopic

level by the smaller diameter and the larger clustering

coefficient. Nevertheless, the proposed methodology opts

for the recommendation of new links to the users without

substantially altering the characteristics of the graph that

represents the links of a social network. The results of

Table 3 indicate that the resulting changes in the graph

structure are not radical and, thus, the major characteristics

of the original graph are being preserved.

8 Conclusions

In this paper, we have presented a link injection method-

ology to boost the spread of information in social networks.

We examine a score for diffusion coverage, which can

identify users that can help information spread more

effectively. Link injection is attained in a controlled

manner, by providing only a predefined upper bound of the

number of recommendations to the most important nodes

to develop a feasible solution in real-world applications.

Extensive experiments on five widely used data sets have

demonstrated the effectiveness of our proposed link

injection strategy. The proposed method achieves to

increase the spread at a rate of 22.1, 26.6, 10.3, 8.7 and

19.5 % on the Ciao, Epinions, Youtube, Facebook and

Twitter data sets, respectively.

For future work, we will consider a link-injection

methodology based on recommendation strategies to be

used in both real-world friendship and content-centric

social networks. The effectiveness of our proposed meth-

odology can be examined with a real-user study involving

actual recommendations. Finally, alternate models in

dynamic network graphs needs further investigation.
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